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FROM THE CHAIR

Since its launch in fall 2019, the Working Group on U.S.-China Science and Technology Relations 









5

Self-strengthening
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stemming from an increasingly urbanized and interconnected world. The creation and application of 
these tools are both inherently global tasks.

The United States cannot meet its technological goals if it isolates itself from the growing innovation 
capabilities outside its borders. In such a complex environment, the only viable leadership strategy 
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S U M M A R Y  O F  P O L I C Y  R E C O M M E N D A T I O N S T h i s  r e p o r t  c h a l l e n g e s  t h e  c o n v e n t i o n a l  w i s d o m  a b o u t  h o w  b e s t  t o  m a n a g e  t h e  s c i e n c e  a n d  t e c h n o l o g y  c o n t e s t  b e t w e e n  t h e  U n i t e d  S t a t e s  a n d  C h i n a .  T h e  U n i t e d  S t a t e s  i s  i n  a  m u c h  s t r o n g e r  l e a d e r s h i p  p o s i t i o n  t h a n  m a n y  i n  t h e  p o l i c y  c o m m u n i t y  a s s u m e ,  b u t  r e q u i r e s  n e w  p o l i c i e s  t o  u p h o l d  A m e r i c a n  s e c u r i t y  a n d  e n h a n c e  A m e r i c a n  s t r e n g t h s .  
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are connected to billions of smart devices subject to hacking by states, terrorists, and cyber criminals. 
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However, in reaction to China’s rise, a new 
viewpoint is emerging that challenges 
international collaboration in fundamental 
science and engineering research. Faced with 
illicit technology transfer and IP theft by China, 
this viewpoint argues that the United States 
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in 2018, while China’s share increased from 
4.5 percent to more than 25 percent over the 
same timeframe (Congressional Research 
Service 2020; Segal and Gerstel 2019). Though 
the private sector in the United States invests 
substantially in R&D, most funding is for applied 
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KEY POINTS

 ồ 5G technology is a fundamental, evolving infrastructure technology. It will enable future 
specialized networks to respond instantaneously to the needs of innovative applications for 
capacity, speed, and reliability. 

 ồ Contrary to conventional wisdom, the United States is strongly competitive in the 
underlying technological drivers of 5G as it evolves. A smart U.S. strategy to enhance U.S. 
ɸǳǥʎɰȜʆʭ ǈȿǬ ǥɊȽɭǳʆȜʆȜʦǳȿǳɸɸ ʧȜȴȴ ɸȖǈɭǳ ʆȖǳ ǳʦɊȴʎʆȜɊȿ Ɋȍ ᶥg Ȝȿ ʧǈʭɸ ʆȖǈʆ ̙ʆ ʆȖǳɸǳ ɸʆɰǳȿȎʆȖɸṁ

 ồ
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The productivity of the entire ecosystem 
increased because of the complementarity 
of various advances.5 Moreover, this Internet 
architecture ultimately reinforced U.S. 
competitiveness in IT, which was then being 
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not a coherent or complete solution to the 
multifaceted challenges of 5G security. 

A layered approach to risk mitigation with 
ɰǳȎǈɰǬ ʆɊ oʎǈʧǳȜ Ȝɸ ʆȖʎɸ ȭʎɸʆȜ̙ǳǬṁ ðʎǥȖ ǈȿ 
approach should recognize that there are 
different security needs depending on network 
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COVID BOX 2
A TARGETED APPROACH IS NEEDED TO KEEP RISKS TO MINIMUM.

The Chinese government has sought to exploit the pandemic situation in order to enhance 
Ȝʆɸ ȎȴɊǤǈȴ Ȝȿ̚ʎǳȿǥǳ ȜȿǥȴʎǬȜȿȎ Ǥʭ ɭɰɊȽɊʆȜȿȎ ʆȖǳ ȿɊʆȜɊȿ Ɋȍ ʆȖǳ ṪȖǳǈȴʆȖ ɸȜȴȰ ɰɊǈǬṫ ǈɸ ǈ ȿǳʧ 
ǳȴǳȽǳȿʆ Ɋȍ ʆȖǳ Âȿǳ =ǳȴʆḼ Âȿǳ èɊǈǬ ȜȿȜʆȜǈʆȜʦǳṁ uȍ >ȖȜȿǈ Ȝɸ ǈȽɊȿȎ ʆȖǳ ̙ɰɸʆ ǥɊʎȿʆɰȜǳɸ ʆɊ ǬǳʦǳȴɊɭ 







03













45

and academic organizations (Ding, Triolo, 
and Sacks 2018). Another was a meeting 
held in Beijing in April 2018, where this white 
paper was presented to Subcommittee 42, 
a group that sits within two internationally 
respected standards bodies: the International 
Organization for Standardization (ISO) and the 
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chips at or below 45nm.6 Better controls on 
production technology would provide a more 
ɸǳǥʎɰǳ ȍɊʎȿǬǈʆȜɊȿ ȍɊɰ ǈȴȴɊʧȜȿȎ ąṁðṁ ̙ɰȽɸ ʆɊ ɸǳȴȴ 
semiconductors, still subject to export controls, 
ʆɊ åè> ̙ɰȽɸṁ 

4. Ensure the United States remains the top 
destination for global talent by recruiting top 
students to U.S. universities and improving 
the immigration options available to AI 
researchers and engineers. This includes 
lifting numerical limits on H-1B visas and/or 
Ȏɰǳǳȿ ǥǈɰǬɸ ȍɊɰ ʆȖɊɸǳ ʧɊɰȰȜȿȎ Ȝȿ !u ̙ǳȴǬɸ ʧȖȜȴǳ 
maintaining appropriate vetting processes; 
creating a clear path from student/scholar 
status to permanent residence; and reducing 
processing times and application burdens 
(Arnold 2019). 

5. Mitigate the risks of technology transfer 
through targeted countermeasures. The 
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KEY POINTS

 ồ
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There is growing concern within the U.S. 
biotechnology community that the PRC 
government’s efforts in biotechnology, which 
are massively resourced, dwarf American 
programs and create vulnerabilities in the 
U.S. research and production base. We 
share that concern. However, a broad-brush 
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Advanced Research Projects Agency (DARPA), 
and the Biological Advanced Research Projects 
Agency (BARDA)—the key federal funders 
of biotechnology research—should increase 
investment in biotechnology-related R&D, 
especially in precision medicine and synthetic 
biology:

 ồ þȖǳ ̙ǳȴǬ Ɋȍ ɭɰǳǥȜɸȜɊȿ ȽǳǬȜǥȜȿǳḼ ǤɰɊǈǬȴʭ 
Ǭǳ̙ȿǳǬḼ Ȝɸ ǈ ɭǈɰʆȜǥʎȴǈɰȴʭ ɭɰɊȽȜɸȜȿȎ ǬɊȽǈȜȿ 
for major investments. Initiatives in the area 
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