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alone—not necessarily illegal,7 which renders the question of policy response all 
the more difficult. A related challenge for policymakers stems from a misunder-
standing of what this program implies about China’s ability to compete. While some 
see “borrowing” as an admission of inferiority, and believe that the United States’ 
ability to innovate offsets the advantages China gains from licit and illicit access, 
China’s composite innovation system—a hybrid approach to technological devel-
opment based on foreife6-elsit an th524.2 megorrnte itiovavates�isto compivava, highrilel
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of international conferences on the theme, and as agenda items in the posted min-
utes of foreign-based advocacy groups and diaspora guilds—all of which typically 
cite the original directive. Tailored collection of technology for state-favored proj-
ects, however, is not normally traceable in open sources to an originating office.

Although aspects of the network are highly systematized (patent and standards 
exploitation, civilian and military open source procurement, “talent” spotting and 
recruitment), much of it is disorganized and duplicative. Parts were designed, but 
mostly it is a product of ad hoc initiatives. Periodically a ministry or consortium of 
ministries will launch a new incentive program on top of an existing one, tighten 
qualifications on imported talent, or consolidate redundant venues (e.g., innova-
tion service centers and returnee parks). But its main elements were in place by 
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new developments in this field at early stages is critical to its success. As we shall 
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ground” + ᶊ, of AI experts. It goes on to recommend several actions to facili-
tate access to this high ground:

•	 cooperation and interaction with major AI institutes worldwide;

•	 use of “special channels and policies” to recruit top AI persons;

•	 the “flexible introduction”26 of AI talent via projects and consultation; and

•	 coordinating with China’s foreign talent programs (“Thousand Talents”).
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Details on 399 China-sponsored AI conferences from mid-2017 through the end 
of 2019 are available on a Chinese tech portal.50 Other online forums run by PRC 
ministries and foreign-based advocacy groups alert diaspora Chinese51 to China 
collaboration and employment opportunities. For example, in April 2019 the Chi-
nese American Professors and Professional Network ( ᶂᴂ ᾨάњḲ ) ran 
a “talent” solicitation notice for Zhejiang’s Pinghu City that included projects in AI 
and robotics.52 The Chinese Service Center for Scholarly Exchange(a Chinese)]TJ
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Microsoft has operated its Microsoft Research Asia facility in Beijing since 
1998. In 2018, the company announced a Shanghai branch and a co-located 
Microsoft-INESA AI Innovation Center to bring in “world-class AI research ca-
pabilities.”62 These foreign-owned or affiliated labs are staffed with top AI figures 
and integrated into China’s state-run ecosystem of “science town” incubators. We 
know of no metric to gauge the marginal utility of these joint arrangeptpse fof the 
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abroad and “independent intellectual property rights”67 to an innovative technology 
of specified type with strong potential for marketability.

There has been a significant proliferation of such calls. Beginning in 2017, these 
notices started mentioning “artificial intelligence” among the number of disci-





17

Each of these organizations hosts international conferences, welcomes partici-
pation from AI researchers worldwide, and encourages international exchange and 
cooperation.

CHINESE AI COMPANIES
As of May 2018, there were an estimated 4,040 AI enterprises in China, of which 
1,070 of those companies are in Beijing.82
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SpaInstitute for Deep LearniLan(2013) and a Silicon Valley Arti�cialaIntelligence 
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and other technology transactions on a scale much larger than the present 
CFIUS effort. 

•	 To avoid parochialism and loss of focus and to have sufficient resources to 
meet this urnt resources to 
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•	 In global terms, the contributions a strong S&T cadre can make to hu-
man progress and security weigh equally with the benefits America’s 
open research environment offers to itself and the world. Both should 
be cherished and encouraged.
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